
DON'T GET SCAMMED
OR PHISHED! 

 

CYBERCRIME HAS INCREASED DRAMATICALLY DURING LOCKDOWN

1. Check the email address, even if it's a company you trust!
2. Change passwords regularly - make them strong
3. Watch our for vague terms like 'Dear Customer'

4. Be supsicious of odd grammer and speling
5. Never open unsolicited attachments

6. Beware of e-mail or app 'forwards'
7. Hover over links to see the source
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